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Safety Policy 

Anti-Radicalisation  
 

POLICY STATEMENT 

• This policy supports the PREVENT duty as part of the Counter Terrorism and Security Act (2015). 

• Phoenix Learning & Care understands its responsibilities in aiming to prevent the People we support and our 
Team Members from being radicalised, becoming extremists, or being drawn into terrorism. 

• Phoenix Employees are trained, and demonstrate an understanding of, what type of behaviour constitutes 
extremist behaviour and are vigilant. 

• "The policy supports and complements the values promoted across the UK, including the ‘British Values’ 
outlined in the Department for Education guidance, ‘Promoting fundamental British Values as part of Social, 
Moral, Spiritual and Cultural (SMSC) education’ in schools and colleges in England. It also recognises and 
respects the distinct educational frameworks and values promoted in Wales, such as those embedded in the 
Curriculum for Wales, which emphasises the development of ethical, informed citizens of Wales and the 
world." 

• The policy accompanies other related safeguarding documents including the online safety and equality 
policies. 
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1. Key Information 

1.1  Contacts 

1.1.1 Concerns about a Person we support can vary greatly in terms of nature and 
seriousness, how they are identified and over what duration they have arisen. If you 
have concerns, you must ask for help. You should discuss your concerns with your line 
manager, a named or designated professional or a designated Team Member. 

1.1.2 Designated key personnel are listed below: 

Phoenix Prevent Lead 
(Single Point of Contact) 

Abbie Heard T: 0330 135 8 135    M: 07741 903286 

National Police Prevent 
Advice 

 T: 0800 011 3764 

DfE SW Regional 
Prevent Coordinator 

 

To find your local 
Prevent coordinator, 
visit ACT Early 
at actearly.uk for 
guidance and support, 
or call the national ACT 
Early Support Line on 
0800 011 3764  

Cheri Fayers 
 

T: 07392 135 873 

Linked Officers for 
Wales 

Shereen Williams 
 
Heather Heaney 

07793556803 
shereenwilliams@monmouthshire.gov.uk 
01633 644392 / 07917707343 
HeatherHeaney@monmouthshire.gov.uk 

Local Children 
Safeguarding Board: 
(LSCB) 

Devon 
Somerset 
Cornwall 
Torbay 
S. Gloucestershire 
Wales 
Caerphilly  
Merthyr Tydfil  
Rhondda Cynon Taf 
Child’s Local 
Authority  

0345 1551071 
0300 123 2224 
0300 1234 101 
01803 208100 
01454 866000 
0808 1001727 
01443 864616 
01443 743730 
01443 743730 
Details available in setting 

LADO:  
(Local Authority 
Designated Officer) 

Devon 
Somerset 
Cornwall 
Torbay 
S. Gloucestershire 
West Berkshire 
Wales 

01392 384964 
0300 123 2224 
01872 326536 
01803 208564 
01452 426994 
LADO.LADO@westberks.gov.uk 
Not applicable 

https://actearly.uk/
mailto:LADO.LADO@westberks.gov.uk
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Local Police/Authority: Devon & Cornwall 
Avon & Somerset 
Gwent 
 
South Wales 
West Berkshire 

https://www.devon-cornwall.police.uk/ 
https://www.avonandsomerset.police.uk/ 
https://www.gwent.police.uk/en/contact-
us/do-it-online/ 
https://www.south-wales.police.uk/ 
thamesvalley.police.uk 
 

NSPCC: 
Childline: 

National 0808 800 5000 
0800 1111 

Emergency Duty Team:  
(EDT) 

Devon 
Somerset 
Cornwall 
Wales 
Caerphilly  
Merthyr Tydfil  
Rhondda Cynon Taf 
West Berkshire 
Child’s Local 
Authority 

0345 600 0388 or 0845 600 0388 
0300 123 23 27 
01208 251300 
0800 3284432 
0800 3284432 
01443 743665/01443 657225 
01443 743665/01443 657225 
01344 351 999 
Details available in setting 

Crimestoppers National 0800 555 111 

Confidential anti-
terrorism hotline 

National 0800 789 321 

Counter Extremism National 020 7340 7264 
counter.extremism@education.gsi.gov.uk 

 
  

https://www.devon-cornwall.police.uk/
https://www.avonandsomerset.police.uk/
https://www.gwent.police.uk/en/contact-us/do-it-online/
https://www.gwent.police.uk/en/contact-us/do-it-online/
https://www.south-wales.police.uk/
https://www.thamesvalley.police.uk/
tel:08088005000
mailto:counter.extremism@education.gsi.gov.uk
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1.2  Process Map 

1.2.1 This is intended to provide an overview and does not replace reading the details in this 
policy.  

 

 
  

Team member reports event to the Manager (or, in 
their absence, the most senior person available / 

on-call for out of hours). 

Team Member ensures that the person we support 
is safe and protected from harm. 

Manager (or Senior Person) informs a Senior 
Manager (or Senior On-Call). 

Safeguarding referral 
and notification to 

the Regulator 

Details of Incident logged. Senior Manager sets up 
“Case File” using the Phoenix template. 

24 Hours 

Any interactions between Phoenix and the 
regulator, Safeguarding, Prevent/Police, relatives or 

other must be updated within the Case File and 
logged. 

Continue to update all documents and involved 
parties including internal management.  

Designated Safeguarding Lead/ Person  informs 
the Phoenix Prevent Lead. 

Inform Designated Safeguarding Lead/ Person  

Referral made to 
Regional Prevent 

Coordinator 

Event 
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2. Introduction 

2.1.1 This policy describes the way in which Phoenix Learning and Care will meet the 
requirements of Prevent. Prevent is one of four key pillars which make up the 
government ‘s counter-terrorism strategy – CONTEST. The aim of CONTEST is to reduce 
the risk to the UK; it’s citizens and its interests overseas from terrorism.  

2.1.2 Prevent is a strand of the counter-terrorism CONTEST strategy. 

2.1.3 The policy will be adhered to by all employees and those we support as well as any 
volunteers working across the organisation. 

2.2  Policy Review References & Key Sources 

2.2.1 In writing this policy the following regulations and guidance have been considered: 

• 2017 Children and Social Work Act  

• Prevent duty guidance for England and Wales 2023 

• Counterterrorism strategy (CONTEST) 2023 

• The Prevent Duty: an introduction for those with safeguarding responsibilities 
2023. 

• Work based Learners and the Prevent statutory duty. 

• Channel Guidance 

• Working together to safeguard children. 

• Keeping Children Safe in Education, DfE. 2025 

• Keeping Learners Safe (Wales) 2022 

• Guidance for Safer Working Practice for Adults who Work with Children and 
Young People  

• Safeguarding children who may have been trafficked, HMG, 2011 

• Protecting people vulnerable from being drawn into terrorism, HM Gov  

• Preventing youth violence and gang involvement Practical advice for schools 
and colleges, DfE 

• Preventing and tackling bullying, DfE, 2018 

• SEND Code of Practice, DfE, 2018 

• Children missing education Statutory guidance for local authorities, DFE 2024 

• Local Safeguarding Children Board  

• Educate Against Hate’s Prevent Duty Resources 
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• Local Child Protection Procedures  

• The Equality Act 2010 and schools’ Departmental advice for school leaders, 
school staff, governing bodies, and local authorities, DfE, May 2014 

• Human Rights Act 1998 

• United Convention of the Rights of the Child 1991 

• Data Protection Act 1998 

• Children Act 2004 

• Education Act 2002 

• Protection of Freedom Act 2012  

• Serious Crime Act 2015 

• Malicious Communications Act 1988 

• Communications Act 2003 

• Public Order Act 1986 

• Local Safeguarding Children Board Procedures (LSCB) 

• Relevant government guidance on safeguarding children 

• Guidance from the UK Safer Internet Centre 

• Information sharing Advice for practitioners providing safeguarding services to 
children, young people, parents and carers, July 2018  

2.2.2 Other policies to reference: 

• Mental capacity, decision making & DoLS (Group Policy 525) 

• Records, Record Keeping and Passing on Information (Group Policy 545) 

• Governance (Group Policy 519) 

• Lone Working (Group Policy 509) 

• Risk Taking and Risk Assessment (Group Policy 558) 

• Acceptable Use of Technology and Social Media (GRP 557) 

• Online Safety Policy (GRP 555) 

• Local safeguarding policies and procedures 
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3. Definitions  

3.1  People 

Role Definition 

People/Person we 
support 

Child/Adult 
Learner/Pupil 

Manager 
Registered Manager 
Head Teacher/ Principal 
Deputy Head / Vice Principal 

Senior Manager 
Area Manager 
Regional Education Lead 
Operations Director for Education  

3.2  Glossary of Terms 

Item Definition 

Radicalisation A process by which an individual/group comes to adopt increasingly 
extreme political, social, or religious ideals and aspirations. 

Extremism The holding of extreme political or religious views. 

Propaganda Information, especially of a biased or misleading nature, used to 
promote a political cause or point of view. 

Susceptibility Is complex and unique to a person’s circumstances. Within Prevent, 
susceptibility refers to the fact that a person may be likely or liable to 
be influenced or harmed by terrorist and extremist ideologies that 
support or radicalise people into terrorism. 

Terrorism The unofficial or unauthorised use of violence and intimidation in the 
pursuit of political aims. 

Bias Inclination or prejudice for or against one person or group, especially 
in a way considered to be unfair. 

Refugee A person who has been forced to leave their country in order to find 
work or better living conditions. 

Migrant A person who moves from one place to another in order to find work or 
better living conditions. 

WRAP Workshop to Raise Awareness of Prevent. 

Quality 
Assurance 

Refers to a program for the systematic monitoring and evaluation of 
the various aspects of the business operations to ensure that 
standards of quality are being met. 

Governance Governance is a framework for continuously improving the quality of 
service whilst safeguarding high standards of care 

Regulatory 
Body 

An organisation appointed by the Government to establish national 
standards for qualifications and to ensure consistent compliance with 
them. 

Care Manager The lead person for a care package. In most cases is the Social Worker 
but could be a CPN or other MDT member.  

Appendices Supplementary information that supports the main text but is not 
essential to read as part of policy as will have been covered in training.  
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4. CONTEST 

4.1.1 This is the government strategy to target terrorist groups in the UK and abroad. The 
main focus is to prevent repeats of terrorist acts. There are four strands to the strategy: 

 
 

 
  

CONTEST

Pursue
Disruption and 

prosecution

Prevent
To stop people 

becoming 
engaged with 

terrorism

Protect
Strengthen 
protection 

against 
terrorist attack

Prepare
To mitigate the  

impact of 
terrorist attacks
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5. Prevent 

5.1.1 Prevent is one of four strands of the government's counter-terrorism strategy, CONTEST. 

5.1.2 The main objective of Prevent is to tackle the ideological causes of terrorism and to 
stop people from becoming terrorists or supporting terrorism. This includes countering 
terrorist ideology and challenging those who promote it, supporting individuals who 
are especially susceptible to becoming radicalised, and working with sectors and 
institutions where the risk of radicalisation is assessed to be high.  

5.1.3 The Counterterrorism and Security Act 2015 places a duty on those working with 
vulnerable individuals to safeguard them from being drawn into terrorism. 

 

5.1.4 The de-radicalisation programme is known as Channel; it is led by the police and uses 
mentors. 

5.2  Phoenix Prevent Lead 

5.2.1 Details of the Phoenix Prevent Lead can be found in Section 1: Key Information. 

5.2.2 The Phoenix Prevent lead must be contacted prior to any prevent referral being made 
and can support with any concerns people have about potential radicalisation risks.  

Education/homes can 
help to protect 
children from 

radicalisation in the 
same ways that they 

help to safeguard 
them from drugs, gang 

violence or alcohol.

Colleges

Schools

The internet

Faith 
institutions & 
organisations

Health

Criminal 
justice 
system

The 
charitable 

sector

Overseas
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5.2.3 Should a concern be made then the Phoenix Prevent Lead can seek advice from the 
Regional Prevent Coordinator or work with the team to make a referral.  
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6. Channel 

6.1.1 This is a multi-agency approach to support individuals who are being radicalised by 
others. Once a person has been identified, positive action is taken by representatives 
from the police, social care  and education to engage the person in alternative activities. 
They are also given a mentor to help them discuss their views and ideas, which is 
especially useful, if they have distorted views on religion or politics. 

6.1.2 It is important to highlight that this process is there for genuine concerns about an 
individual and not someone who has radical ideas about a subject. Many people who 
begin to show signs that they are being radicalised show other characteristics such as 
mental health problems, drug or alcohol abuse and other symptoms which make them 
susceptible. We must remember that many young people develop opinions and ideas 
as they become more independent, and this does not necessarily mean that they are 
being radicalised. 
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7. Procedure 

7.1.1 Phoenix provides care, support, and education for people with a variety of needs, and 
we provide a safe environment to learn and achieve. As part of these principles, 
safeguarding is a top priority so that People we support can develop without fear of 
danger or abuse. As part of our safeguarding policies and procedures, we are fully 
committed to supporting Parents and other agencies in preventing People we support 
being exposed to radicalisation. We adhere to the importance of British Values and 
encourage children and young people to debate controversial issues. However, all team 
members are trained to evaluate the distinction between moderate and extremist 
behaviour. 

7.2  Factors which may contribute to susceptibility. 

7.2.1 We recognise that People we support can be exposed to extremist influences or 
prejudiced views, particularly those via the internet and other social media. The 
purpose is to protect people from harm and to ensure that they are taught in a way 
that is consistent with the law and our values.  

7.2.2 Awareness of Prevent and the risks it is intended to address are vital. Team Members 
must identify, and refer to the safeguarding lead, people whose behaviour suggests 
that they are being drawn into terrorism or extremism. 

Factors that may contribute to Susceptible 
Rejected by 

peer, faith, or 
social 

group/family 

Conflict with family 
over religious 

beliefs/lifestyle/poli
tics 

Change in behaviour 
or appearance due to 

new influences 

Experience of 
poverty, 

disadvantage, or 
social exclusion 

Pressure from 
persons linked 
to extremism 

Identity confusion Underachievement Extremist 
influences 

Victim or 
witness to 

race or 
religious hate 

crime 

Recent religious 
conversion 

May possess literature 
related to extreme 

views 

A series of 
traumatic events 
global, national, 

or personal 
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7.3  Tackling extremism 

7.3.1 Phoenix Learning & Care provides tolerant and safe environments for all individuals to 
learn and achieve. In tackling extremism, we will be vigilant in looking for signs of 
extremist behaviour and all team members will be aware of the procedures in place for 
reporting concerning behaviour. 

7.3.2 Evidence of extremist behaviour may take the following form: 

• Disclosure by individuals about extremist or radicalised behaviour. This could 
be in the form of exposure to materials. 

• Use of specific terms that are associated with specific ideological views e.g., use 
of ‘hate’ language. 

• Intelligence reports from local and national agencies regarding the 
radicalisation of groups of people in a locality. 

• Focus on specific narratives that highlight extremist views. 

• Evidence of assessing online materials (including social media sites) that 
include extremist materials. 

• Concerns raised by Parents or Carers about the changing behaviour of the 
individual. 

• References to an extremist narrative in their work. 

7.3.3 If team members believe there to be a risk, then they should follow the “Making a 
judgment” guidance in the appendices.   

7.4  Risk assessment 

7.4.1 Schools, Colleges, and Childcare providers are expected to assess the risk of children 
and vulnerable adults being drawn into terrorism including their potential support of 
extremist ideology. The Prevent risk assessment template should be used to include a 
general understanding of the risks affecting children and vulnerable adults in the local 
area as applicable and include a special understanding of how to identify individual 
Young People who may be at risk of radicalisation and what to do to support them.  

7.5  Referrals 

7.5.1 In line with our safeguarding procedures, Team Members are fully aware of reporting 
extremist behaviour.  

7.5.2 Any disclosures or concerns of extremist behaviour should be referred to the named 
Designated Safeguarding Lead/Person (DSL/DSP/DSP). 

7.5.3 All incidents will be investigated in line with current policies and evidence will be 
recorded and retained for records. 

7.5.4 Social Workers/Parents/Representatives will be contacted as appropriate, and the 
issue will be discussed with them to investigate whether there are any mitigating 
circumstances. A decision will be made at this meeting to look at any further external 
agency support and whether a referral should be made. 
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7.5.5 The DSL/DSP will follow up any referrals and the child or young person will be 
monitored for a period to look at whether there has been any change in attitude or 
behaviour. Social Workers/Parents/Representatives will be consulted during this 
period. 

7.5.6 If concerns are still expressed, the DSL/DSP & Prevent Lead will contact the local 
Safeguarding Team (or Prevent Coordinator where required) to discuss the next steps. 

7.6  Team Member Guidance 

7.6.1 Team members have a duty to ensure that their interactions with the People we support 
preclude the promotion of partisan political views. Further information can be found in 
the Professional Boundaries policy. 

7.6.2 Team members need to ensure that they take such steps as are reasonably practicable 
to ensure that where political issues are brought to the attention of People we support 
that they are offered a balanced presentation of opposing views. 

7.7  ICT Services 

7.7.1 Phoenix Learning and care purchases technical services and connectivity for our 
services and is committed to safeguarding the People we support and our team 
members when using the network.  

7.7.2 Our ICT infrastructure has a filtering solution in place to block inappropriate content, 
and if a breach occurred and access to radicalisation material happened, the 
establishment would follow its e-safety incident management procedure to blacklist 
the site. 

7.8  Use of External Speakers 

7.8.1 Vetting of all external speakers would follow our safeguarding procedures and we 
would not allow any such speaker that undermined the principles, ethos and values 
endorsed by Phoenix Learning & Care. 
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8. Education Responsibilities 

8.1.1 We equip Pupils and Learners with the knowledge, skills, and reflex to think for 
themselves, to challenge and to debate; and allow the opportunity to learn about 
different cultures and faiths and, to gain an understanding of the values we share. 
Exploring ideas, developing a sense of identity, and forming views are a normal part of 
growing up for all individuals. 

8.1.2 We provide a safe environment for discussing controversial issues and helping 
Pupils/Learners to understand how they can influence and participate in decision-
making. We actively encourage our Pupils/Learners to express their views but also to 
appreciate the impact their views can have on others, to take responsibility for their 
actions and to understand that the use of violence to further any cause is criminal.  

8.1.3 We give Pupils/Learners the opportunity to learn about different cultures and faiths 
and to debate shared values, so as to enable them to become involved in decision-
making about important and real issues. 

8.2  Aims and Objectives 

8.2.1 Our Education Establishments will: 

• Raise awareness. 

• Provide information. 

• Enable Pupils/Learners to make a positive contribution.  

• Safeguard People we support. 

8.2.2 Values and leadership strategies underpin the ethos of the school to play a positive 
role model in preventing extremism. These are developed, understood, and shared by 
leaders at all levels in the school; the senior leadership team and all employees and 
then made explicit to Pupil/Learners. 

8.2.3 Team Members will: 

• Create explicit value statements that are inclusive of all Pupils/Learners. 

• Review curriculum and Learner participation and safeguarding processes. 

• Develop personal thinking skills and use curriculum opportunities including 
group work. 

• Implement social and emotional aspects of learning. 

• Explore and promote diversity and shared values between and within 
communities. 

• Challenge Islamophobia, anti-Semitism, and other prejudices. 

• Support those at risk of being isolated. 

• Build ties with all local communities, seeking opportunities for links with other 
schools and colleges. 
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• Use anti-bullying strategies to minimise hate and prejudice-based bullying. 

8.2.4 The resources aim to build ties with all local communities, seeking opportunities for 
linking with other schools. 

8.2.5 The resources promote a shared culture of openness and pluralism in the 
school/college and with the wider community, regardless of the specific status, location 
or faith affiliation of the school. 

8.2.6 The school/college focuses directly on the learning, teaching and curriculum aspects 
of a whole school/college approach. It is important, however, to see the connections 
between the learning, teaching and curriculum elements and the other dimensions of 
a whole school/college approach. 

8.2.7 In approaching the issues outlined above the school/college will support 
Pupil/Learners through an entry point of learning. Teaching and the curriculum 
therefore require some thought to be given to teaching style. A curriculum and 
pedagogy for Pupil/Learners to support them in achieving the goals outlined above will 
include: 

• Promoting knowledge, skills and understanding to build the resilience of 
Pupil/Learners 

• Exploring controversial issues 

• Recognising local needs 

• Challenging extremist narratives 

• Promoting universal rights 

• Promoting critical analysis; and 

• Promoting pro-social values 

8.2.8 Effectively tackling controversial issues can help Pupil/Learners challenge the 
perceptions and misconceptions of their own and others’. To do this classroom 
practices can include: 

• Developing questioning techniques to open up safe debate. 

• Building confidence to promote honesty about a plurality of views. 

• Ensuring freedom of expression and freedom from threat 

• Debating fundamental moral and human rights principles 

• Promoting open respectful dialogue 

• Affirming multiple identities 

8.2.9 Management at the school/college (and residential services where applicable) will: 
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• Work with Safer School/college Partnerships police officers and Local Authority 
‘Prevent’ employees to deliver training to employees, Parents and governance 
teams. 

• Facilitate a session of Act Now or Internet Safety; where appropriate use 
external agencies to deliver training to employees, Parents and investors. 

• Promote equal opportunity and tackling discrimination to challenge the 
ideology that underpins extremist belief. 

• Work with other agencies through safeguarding processes, such as CHANNEL, 
suitable for individuals who are thought to be susceptible to radicalisation. 

• Develop positive relationships with the wider community. 

8.2.10 Effective school/college leadership and management will focus on the: 

• Leadership, values, and ethos of the school/college 

• Learning, teaching and the curriculum. 

• Learner support processes. 

• Management of risks and responding to events. 

• Relationship between the school and its community. 

• Evaluation of the progress being made. 

• Monitoring the effectiveness of online filtering systems and responding to 
concerns raised by monitoring online activity. 
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9. Governance 

9.1  Training requirements 

9.1.1 Phoenix will provide Prevent training and then on a refresher basis to ensure 
consistency of approach. 

9.1.2 This training is provided by the Home Office through eLearning.  

9.1.3 Supervision and appraisal of team members will identify any additional learning needs 
in this area. 

9.2  Equality 

9.2.1 All team members are required to comply with this procedure and must demonstrate 
sensitivity and competence in relation to diversity in race, faith, age, gender, disability, 
and sexual orientation. If you, or any other groups, believe a person has been 
disadvantaged by this procedure please contact your Line Manager. Phoenix will then 
actively respond to the enquiry. 

9.3  Setting level auditing 

9.3.1 The Manager of each Setting must ensure the following: 

1. Every Team Member is trained in Prevent.  

2. That all support plans and risk assessments have appropriate guidelines in 
place to keep People we support safe from radicalisation.  

9.4  Quality Assurance 

9.4.1 The Area Manager/Regional Education Lead Governance and Oversight Team will 
monitor risks of radicalisation through incident report reviews.   

9.4.2 The Quality Team will undertake an annual inspection of each setting where risks and 
plans will be reviewed. 

  



Phoenix Learning & Care – Policy & Procedure Anti-Radicalisation | 2025.08_v4.04 

 

Page 20 of 23 

10. Appendix 1 – Making a Judgement 

10.1.1 Radicalisation can happen over a long period of time. In some cases, it is triggered by 
a specific incident or news item and can happen much quicker. Sometimes there are 
clear warning signs of radicalisation, in other cases the changes are less obvious. 

10.1.2 When making a judgement, team members could ask themselves the following 
questions: 

• Does the individual have access to extremist influences through the internet, 
e.g., via closed network groups or through liaison with organisations or 
members of the community? 

• Does the individual possess or actively seek extremist literature/other media 
likely to incite racial or religious hatred? 

• Does the individual sympathise or support extremist groups or behaviour in 
their vocal support for terrorist attacks or in their written work? 

• Does the individual’s outward appearance suggest a new social, religious, or 
political influence e.g., jewellery, tattoo, clothing? 

• Has the individual been a victim of race hate or a religious crime? 

• Has the individual had major disagreements with peers, family or faith groups 
which has led to rejection, isolation, or exclusion? 

• Does the individual display an irregular and distorted view of religion or 
politics? 

• Does the individual show a strong objection to specific cultures, races, or 
religions? 

• Is the individual a foreign national awaiting a decision about deportation or 
immigration? 

• Is there an irregular pattern of travel by the individual’s family? 

• Has the individual witnessed or suffered from trauma or violence in a war zone 
or through sectarian conflict? 

• Is there evidence of a relative or family friend having extremist views? 
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11. Appendix 2 – The Use of Social Media in Radicalisation 

11.1.1 There is increasingly widespread recognition that terrorist and extremist organisations 
are utilising the Internet and Social Media for the radicalisation and grooming of Young 
People.  Further to this, the Department for Education and the Home Office have issued 
the joint enclosed briefing note (see link below) for schools and colleges highlighting 
some of these aspects and actions providers should take. 

https://assets.publishing.service.gov.uk/government/uploads/system/uploads/attac
hment_data/file/440450/How_social_media_is_used_to_encourage_travel_to_Syria_
and_Iraq.pdf 

11.1.2 A link to quickly and anonymously report online material promoting terrorism or 
extremism. Anyone can report material such as articles, images, speeches, or videos 
that promote terrorism or encourage violence; content encouraging people to commit 
acts of terrorism; websites made by terrorist or extremist organisations; and videos of 
terrorist attacks. All referrals made through this tool go directly to the Counter 
Terrorism Internet Referral Unit in the Metropolitan police for assessment and 
investigation. School team members may become aware of inappropriate content 
through pupils/learners or through online monitoring software. 

https://www.gov.uk/report-terrorism  

11.1.3 Further Contacts for more information if needed can be obtained from the following 
the Prevent Lead.  

https://assets.publishing.service.gov.uk/government/uploads/system/uploads/attachment_data/file/440450/How_social_media_is_used_to_encourage_travel_to_Syria_and_Iraq.pdf
https://assets.publishing.service.gov.uk/government/uploads/system/uploads/attachment_data/file/440450/How_social_media_is_used_to_encourage_travel_to_Syria_and_Iraq.pdf
https://assets.publishing.service.gov.uk/government/uploads/system/uploads/attachment_data/file/440450/How_social_media_is_used_to_encourage_travel_to_Syria_and_Iraq.pdf
https://www.gov.uk/report-terrorism
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12. Appendix 3 – Good Practice for the Prevent Duty. 

12.1.1 Leadership and management 

• When and if the police contact a service with concerns these go straight to the 
Senior Manager and the DSL/DSP is informed.  

• Preventing Extremism is integrated into Safeguarding procedures. 

12.1.2 Training  

• All Pupils/Learners in the Phoenix education provisions will be made aware of 
what to be alert to in terms of Pupils/Learners or team member extremism. 

• Phoenix Team Members are trained in Prevent by an accredited trainer.  

12.1.3 Communication 

• All services have a DSL/ DSP and there is an organisational Prevent Lead who 
has effective communications with local Prevent coordinator.  

12.1.4 Policies which should be reviewed to ensure they cover the Prevent duty.  

• There is a specific Anti-radicalisation policy covering Prevent.  

• Online Safety policy/Acceptable use.  

• Code of Conduct.  

12.1.5 Education: Curriculum – formal and informal 

• Through delivery of education the Pupils/Learners will develop critical thinking 
skills which will support them in resisting extremism 

• There are opportunities for all Pupils/Learners to discuss challenging topics 
and events in a supported environment both in and out of the classroom. 

• All Team Members develop their own approach to implementing British values 
to support Pupils/Learners in resisting extremism while developing their 
political views in all of their planning and contact with learning development.   

12.1.6 Clear agreed referral channels 

• Every person in the college including People we support knows what they need 
to do if they are concerned about another Pupil/ Learner or a Team Member. 

• The process of referral within our services has a clear flow chart (see start of 
policy) 

• The process for referring is labelled on the flow chart (see reverse) 

12.1.7 If you recognise someone who is at risk from radicalisation, you need to liaise with you 
safeguarding lead and follow the flow chart below. 
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Cause for concern identified. 

Concern reported to safeguarding 
Lead. 

Safeguarding Lead gathers more 
information and consults with Prevent 

Lead 

Discussion with local Prevent 
police / Regional Prevent 

Coordinator 

Screening Process: 
Police Channel Coordinator 

gathers information to 
determine whether there is 

a specific risk of 
radicalisation, and that the 

referral is not malicious. 

Preliminary Assessment: 
The Local Authority Prevent 

lead and Police Channel 
Coordinator consult with 

colleagues to decide 
whether the referral meets 
the threshold for Channel. 

Multi-Agency Channel Panel 
Meeting: 

Panel discusses and 
assesses the risk, identifies 

support needs and 
determines whether 

specialist Channel support 
is necessary. 

Channel Support Package: 
Tailored support 

commissioned from 
approved Channel 

intervention provider, 
selected as being 

appropriate for the person. 

Person Exits the Channel Process 

Immediate Risk: 
Safeguarding 

lead contacts the 
emergency 

services 

Checking 
process: 

Police check if 
referral is 

already part of a 
live 

investigation. 

 
 
 

Monitoring: 
 

The channel 
Panel monitors 

the progress 
with the 

provider and 
other 

safeguarding 
professionals. 

Not Appropriate: 
No evidence of 

radicalisation or 
extremism 

 
 

 
Referrer informed 
of decision and 
person referred to 
other existing 
safeguarding 
panels for support. 

 
• MAPPA 
• Gangs Unit Triage 
• MASH 
• Serious Case 

Review Panel 
 
Referral may later 
be made back to 
Channel if deemed 
necessary. 

Not 
Appropriate 
for Channel 

Not 
Appropriate 
for Channel 

Not 
Appropriate 
for Channel 


